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Background

· To achieve the provision of personalized medicine,
it is very important to investigate the relationship be-
tween diseases and human genomes.
However...
· There is a risk of identifying individuals if the statis-
tics are released as they are [4].
· Existing privacy-preserving methods [3] for a trans-
mission disequilibrium test are computational inten-
sive.

Transmission Disequilibrium Test

Number of parents for TDT in one SNP.

χ2
td := χ2

td(b, c) =
(b− c)2

b + c

Number of families for each (b, c).

Differential Privacy

Definition 1. (ε-Differential Privacy [1])
A randomized mechanism M is ε-differentially private
if, for all datasets D and D′, which differ in only one
family and any S ⊂range(M),

Pr[M(D) ∈ S] ≤ eε · Pr[M(D′) ∈ S].

Definition 2.
(Sensitivity for the Exponential Mechanism [2])
Let DM be the collection of all datasets with M
SNPs; then, the sensitivity of a score function u :
DM × {1, 2, . . . ,M} → R is

∆u = max
r

max
D,D′
|u(D, r)− u(D′, r)|,

where r ∈ {1, 2, . . . ,M} and D,D′ ∈ DM differ in a
single family.

The Shortest Hamming Score

Definition 3. (The SHD score)
Given a predefined threshold c∗ > 0, the SHD score for
i-th data Di (i = 1, 2, . . . ,M) is

dSH(Di, i) =


0, if Ti ≥ c∗ and ∃D′i, T ′i < c∗,

1 + min dSH(D′i, i), if Ti ≥ c∗ and @D′i, T ′i < c∗,

−1 + max dSH(D′i, i), if Ti < c∗,

where Ti and T ′i are the test statistics obtained from Di

and D′i, respectively, and Di, D
′
i ∈ DM differ in a single

family. For i /∈ {1, . . . ,M}, dSH(Di, i) = −∞.

Exact Algorithm

Approximation Algorithm

Run Time

Small Cohort
(150 families and 5, 000 SNPs)

Large Cohort
(5, 000 families and 106 SNPs)

Accuracy

Small Cohort

Large Cohort

Conclusion

· Sensitivity of the SHD score obtained by our
approximation algorithm is 1.
·Our exact algorithm is about 10, 000 times faster
than the previous method [3] for a small cohort.
· Our algorithms are the first in the world to be
practical even for large cohorts.
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= O(n)

Time Complexity

= O(1)

10,000times faster
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